
This instruction is described in "Public Server Vulnerability Countermeasures Operation Manual", which is provided at "INSITE."

INSITE FF GROUP >  System / Network  > Documents Relating to the Operation of Publicly Accessible Servers

If you can't access to INSITE, please contact us at ff-websecurity@fujifilm.com.

1) Access the National Vulnerability Database (http://nvd.nist.gov/) and click plus button of [Vulnerabilities].

2) Click [Search & Statistics].

3) Enter the CVE ID that you want to search in [Keyword Search] and click [Search].

4) Click a relevant CVE ID from [Search Results].

Click plus button of [Vulnerabilities].

Enter the CVE ID that you want to search.

Click a relevant CVE ID.

Click [Search & Statistics].



5) Confirm and implement the countermeasures and vendor information indicated in [References to Advisories, Solutions, and Tools].

* If you are unable to find the appropriate countermeasure by follwing above,

check the Results Details field on NESSUS HTML Report that we have provided. 

* Any changes on the server to be made must be tested on a test environment first.

If you have any questions, please feel free to contact us at ff-websecurity@fujifilm.com.


